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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc27846729][bookmark: _Toc36187860][bookmark: _Toc45183764][bookmark: _Toc47342606][bookmark: _Toc51769307][bookmark: _Toc59095659]5.15.X	Network Slice Admission Control
[bookmark: _Toc20149925][bookmark: _Toc27846724][bookmark: _Toc36187855][bookmark: _Toc45183759][bookmark: _Toc47342601][bookmark: _Toc51769302][bookmark: _Toc59095654]5.15.X.1	General
Network Slice Admission Control shall apply for an S-NSSAI subject to network slice related SLA parameters for the access control to the S-NSSAI with respect to the maximum number of registered UEs or the maximum number of established PDU Sessions.
5.15.X.2	Network Slice Admission Control Function
The Network Slice Admission Control Function (NSACF) has the following responsibilities for every S-NSSAI which it is in charge:
· NSACF is configured with the slice SLA parameters for the maximum number of registered UEs, established PDU Sessions or both.
· NSACF manages the number of registered UEs, established PDU Sessions or both.
· NSACF decides about the admission of a new UE registration, or a new PDU Session establishment or both in order to ensure that the related slice SLA parameter(s) are enforced. The NSACF can give the responsibility for the decision about the admission to a PCF by allocating and managing a local admission control budget for this PCF. 
· NSACF determines whether and to which extent the number of registered UEs, established PDU Sessions or both can temporarily exceed the related slice SLA parameter(s) for the maximum number.
5.15.X.3	Max number of UEs per Network Slice Admission Control
Serving PLMN shall perform Network Slice Admission Control in any procedure that can change the maximum number of UEs registered to the S-NSSAI subjected to the Network Slice Admission Control, e.g. UE registration, deregistration and registration update for the S-NSSAIs.
The NSACF assigns a local budget of the S-NSSAIs for the PCF to enforce, i.e. to accept new UEs as long as the local budget of each of the S-NSSAIs is remaining.
When a UE registers to a set of S-NSSAI(s), the PCF checks the local budget(s) of the S-NSSAI(s) presented in the Allowed NSSAI (via the AMF request for the AM policy association establishment), determines the acceptance or rejection of the S-NSSAI(s), and sends a response to the AMF. When the local budget is completely used (or when the PCF does not have a local budget initially), the PCF interacts with the NSACF and the NSACF makes the final decision for this UE and may re-allocate an additional budget to the PCF. In addition, the NSACF may subscribe to the PCF for the notification of the local budget reporting. 
When the UE or Network triggers a deregistration, or PCF reallocation, the PCF updates the corresponding local budget of the number of admission registrations (i.e., increase by one) based on the stored Allowed S-NSSAI(s) information after a successful AM policy association termination.
When the Network triggers a modification of the allowed S-NSSAI(s), e.g., adding/removing one S-NSSAI to the Allowed NSSAI or Network Slice authentication and authorization procedure, the PCF updates the corresponding local budgets of the S-NSSAIs, which are presented in AM policy association modification request.
5.15.X.4	Network Slice Admission Control in Session Management
In case of non-roaming or LBO roaming case, serving PLMN shall perform Network Slice Admission Control in PDU Session establishment and release procedure for the S-NSSAIs which are subject to the Network Slice Admission Control.
The NSACF assigns a local budget of the S-NSSAIs for the PCF to enforce, i.e. to accept new PDU Sessions as long as its local budget is remaining.
When a UE requests the establishment of a PDU Session in an S-NSSAI, the PCF checks the local budget for the corresponding S-NSSAI which are presented in the SM policy association establishment request, determines the acceptance or rejection of the PDU Session, and sends a response to the SMF. When the local budget is completely used (or when the PCF does not have a local budget initially), the PCF interacts with the NSACF and the NSACF makes the final decision for this PDU Session and may re-allocate an additional budget to the PCF. In addition, the NSACF may subscribe to the PCF for the notification of the local budget reporting.
When the UE or Network initiates a PDU Session release of an S-NSSAI, the PCF updates the local budget of the number of established PDU Sessions (i.e., increased by one) based on the stored S-NSSAI information.
 
* * * * Second change * * * *
[bookmark: _Toc20149632][bookmark: _Toc27846423][bookmark: _Toc36187547][bookmark: _Toc45183451][bookmark: _Toc47342293][bookmark: _Toc51768991][bookmark: _Toc59095341]4.2.2	Network Functions and entities
The 5G System architecture consists of the following network functions (NF).
-	Authentication Server Function (AUSF).
-	Access and Mobility Management Function (AMF).
-	Data Network (DN), e.g. operator services, Internet access or 3rd party services.
-	Unstructured Data Storage Function (UDSF).
-	Network Exposure Function (NEF).
-	Network Repository Function (NRF).
-	Network Slice Specific Authentication and Authorization Function (NSSAAF).
-	Network Slice Selection Function (NSSF).
-	Policy Control Function (PCF).
-	Session Management Function (SMF).
-	Unified Data Management (UDM).
-	Unified Data Repository (UDR).
-	User Plane Function (UPF).
-	UE radio Capability Management Function (UCMF).
-	Application Function (AF).
-	User Equipment (UE).
-	(Radio) Access Network ((R)AN).
-	5G-Equipment Identity Register (5G-EIR).
-	Network Data Analytics Function (NWDAF).
-	CHarging Function (CHF).
- 	Network Slice Admission Control Function (NSACF)
NOTE:	The functional description on architecture and principles of the CHF is specified in TS 32.240 [41].
The 5G System architecture also comprises the following network entities:
-	Service Communication Proxy (SCP).
-	Security Edge Protection Proxy (SEPP).
The functional descriptions of these Network Functions and entities are specified in clause 6.
-	Non-3GPP InterWorking Function (N3IWF).
-	Trusted Non-3GPP Gateway Function (TNGF).
-	Wireline Access Gateway Function (W-AGF).
-	Trusted WLAN Interworking Function (TWIF).

4.2.3	Non-roaming reference architecture
Figure 4.2.3-1 depicts the non-roaming reference architecture. Service-based interfaces are used within the Control Plane.




Figure 4.2.3-1: 5G System architecture
NOTE:	If an SCP is deployed it can be used for indirect communication between NFs and NF services as described in Annex E. SCP does not expose services itself.
Figure 4.2.3-2 depicts the 5G System architecture in the non-roaming case, using the reference point representation showing how various network functions interact with each other.



NOTE 1:	N9, N14 are not shown in all other figures however they may also be applicable for other scenarios.
NOTE 2:	For the sake of clarity of the point-to-point diagrams, the UDSF, NEF and NRF have not been depicted. However, all depicted Network Functions can interact with the UDSF, UDR, NEF and NRF as necessary.
NOTE 3:	The UDM uses subscription data and authentication data and the PCF uses policy data that may be stored in UDR (refer to clause 4.2.5).
NOTE 4:	For clarity, the UDR and its connections with other NFs, e.g. PCF, are not depicted in the point-to-point and service-based architecture diagrams. For more information on data storage architectures refer to clause 4.2.5.
NOTE 5:	For clarity, the NWDAF and its connections with other NFs, e.g. PCF, are not depicted in the point-to-point and service-based architecture diagrams. For more information on network data analytics architecture refer to TS 23.288 [86].

Figure 4.2.3-2: Non-Roaming 5G System Architecture in reference point representation
Figure 4.2.3-3 depicts the non-roaming architecture for UEs concurrently accessing two (e.g. local and central) data networks using multiple PDU Sessions, using the reference point representation. This figure shows the architecture for multiple PDU Sessions where two SMFs are selected for the two different PDU Sessions. However, each SMF may also have the capability to control both a local and a central UPF within a PDU Session.



Figure 4.2.3-3: Applying non-roaming 5G System architecture for multiple PDU Session in reference point representation
Figure 4.2.3-4 depicts the non-roaming architecture in the case of concurrent access to two (e.g. local and central) data networks is provided within a single PDU Session, using the reference point representation.



Figure 4.2.3-4: Applying non-roaming 5G System architecture for concurrent access to two (e.g. local and central) data networks (single PDU Session option) in reference point representation
Figure 4.2.3-5 depicts the non-roaming architecture for Network Exposure Function, using reference point representation.


Figure 4.2.3-5: Non-roaming architecture for Network Exposure Function in reference point representation
NOTE 1:	In figure 4.2.3-5, Trust domain for NEF is same as Trust domain for SCEF as defined in TS 23.682 [36].
NOTE 2:	In figure 4.2.3-5, 3GPP Interface represents southbound interfaces between NEF and 5GC Network Functions e.g. N29 interface between NEF and SMF, N30 interface between NEF and PCF, etc. All southbound interfaces from NEF are not shown for the sake of simplicity.
* * * * Third change * * * *
[bookmark: _Toc20149637][bookmark: _Toc27846428][bookmark: _Toc36187552][bookmark: _Toc45183456][bookmark: _Toc47342298][bookmark: _Toc51768996][bookmark: _Toc59095346]4.2.6	Service-based interfaces
The 5G System Architecture contains the following service-based interfaces:
Namf:	Service-based interface exhibited by AMF.
Nsmf:	Service-based interface exhibited by SMF.
Nnef:	Service-based interface exhibited by NEF.
Npcf:	Service-based interface exhibited by PCF.
Nudm:	Service-based interface exhibited by UDM.
Naf:	Service-based interface exhibited by AF.
Nnrf:	Service-based interface exhibited by NRF.
Nnssaaf:	Service-based interface exhibited by NSSAAF.
Nnssf:	Service-based interface exhibited by NSSF.
Nausf:	Service-based interface exhibited by AUSF.
Nudr:	Service-based interface exhibited by UDR.
Nudsf:	Service-based interface exhibited by UDSF.
N5g-eir:	Service-based interface exhibited by 5G-EIR.
Nnwdaf:	Service-based interface exhibited by NWDAF.
Nchf:	Service-based interface exhibited by CHF.
Nucmf:	Service-based interface exhibited by UCMF.
Nnsacf	Service-based interface exhibited by NSACF.
NOTE:	The Service-based interface exhibited by CHF is defined in TS 32.290 [67].

[bookmark: _Toc20149638][bookmark: _Toc27846429][bookmark: _Toc36187553][bookmark: _Toc45183457][bookmark: _Toc47342299][bookmark: _Toc51768997][bookmark: _Toc59095347]4.2.7	Reference points
The 5G System Architecture contains the following reference points:
N1:	Reference point between the UE and the AMF.
N2:	Reference point between the (R)AN and the AMF.
N3:	Reference point between the (R)AN and the UPF.
N4:	Reference point between the SMF and the UPF.
N6:	Reference point between the UPF and a Data Network.
NOTE 1:	The traffic forwarding details of N6 between a UPF acting as an uplink classifier and a local data network are not specified in this Release of the specification.
N9:	Reference point between two UPFs.
The following reference points show the interactions that exist between the NF services in the NFs. These reference points are realized by corresponding NF service-based interfaces and by specifying the identified consumer and producer NF service as well as their interaction in order to realize a particular system procedure.
N5:	Reference point between the PCF and an AF.
N7:	Reference point between the SMF and the PCF.
N8:	Reference point between the UDM and the AMF.
N10:	Reference point between the UDM and the SMF.
N11:	Reference point between the AMF and the SMF.
N12:	Reference point between AMF and AUSF.
N13:	Reference point between the UDM and Authentication Server function the AUSF.
N14:	Reference point between two AMFs.
N15:	Reference point between the PCF and the AMF in the case of non-roaming scenario, PCF in the visited network and AMF in the case of roaming scenario.
N16:	Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).
N16a:	Reference point between SMF and I-SMF.
N17:	Reference point between AMF and 5G-EIR.
N18:	Reference point between any NF and UDSF.
N19:	Reference point between two PSA UPFs for 5G LAN-type service.
N22:	Reference point between AMF and NSSF.
N23:	Reference point between PCF and NWDAF.
N24:	Reference point between the PCF in the visited network and the PCF in the home network.
N27:	Reference point between NRF in the visited network and the NRF in the home network.
N28:	Reference point between PCF and CHF.
N29:	Reference point between NEF and SMF.
N30:	Reference point between PCF and NEF.
NOTE 2:	The functionality of N28 and N29 and N30 reference points are defined in TS 23.503 [45].
N31:	Reference point between the NSSF in the visited network and the NSSF in the home network.
NOTE 3: in some cases, a couple of NFs may need to be associated with each other to serve a UE.
In addition to the reference points above, there are interfaces/reference point(s) between SMF and the CHF. The reference point(s) are not depicted in the architecture illustrations in this specification.
NOTE 4:	The functionality of these interface/reference points are defined in TS 32.255 [68].
N32:	Reference point between SEPP in the visited network and the SEPP in the home network.
NOTE 5:	The functionality of N32 reference point is defined in TS 33.501 [29].
N33:	Reference point between NEF and AF.
N34:	Reference point between NSSF and NWDAF.
N35:	Reference point between UDM and UDR.
N36:	Reference point between PCF and UDR.
N37:	Reference point between NEF and UDR.
N38:	Reference point between I-SMFs.
N40:	Reference point between SMF and the CHF.
NOTE 6:	The reference points from N40 up to and including N49 are reserved for allocation and definition in TS 23.503 [45].
N50:	Reference point between AMF and the CBCF.
N51:	Reference point between AMF and NEF.
N52:	Reference point between NEF and UDM.
N55:	Reference point between AMF and the UCMF.
N56:	Reference point between NEF and the UCMF.
N57:	Reference point between AF and the UCMF.
N41:	Reference point between AMF and the CHF in HPLMN.
N42:	Reference point between AMF and the CHF in VPLMN.
NOTE 7:	The Public Warning System functionality of N50 reference point is defined in TS 23.041 [46].
N58:	Reference point between AMF and the NSSAAF.
N59:	Reference point between UDM and the NSSAAF.
N60:	Reference point between PCF and NSACF.
The reference points to support SMS over NAS are listed in clause 4.4.2.2.
The reference points to support Location Services are listed in TS 23.273 [87].
The reference points to support SBA in IMS (N5, N70 and N71) are described in TS 23.228 [15].
* * * * End of changes * * * *
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